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IDENTITY THREAT DETECTION AND RESPONSE IS CRUCIAL

Stolen
Creds

80%

of data breaches have a connection to
compromised privileged credentials

Legacy
Systems

Unmanaged
Systems

- Forrester Research

Contractors &
Supply Chain

Breaches from stolen/compromised
credentials took the longest to detect:

250 days

Cost of a Breach Report, 2021
Global Threat Report 2022

Service
Accounts
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OFTEN, THEY ARE STARTING HERE
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FALCON IDENTITY PROTECTION

PROTECT PREVENT ENABLE
See like the Detect and Verify only
adversary; block, inreal- ~ When the risk
attack path time identity changes:;
visibility specific fr/ct/o.r{/ess
threats: conditional
access

dynamic policy
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Falcon XDR

Falcon Insight

The Falcon Platform

Falcon X Recon

Humio

Falcon Forensics

Falcon Prevent Falcon X Falcon Discover
Falcon Firewall Mgmt Falcon Horizon Falcon Sandbox Falcon ITD Falcon Spotlight
Falcon Device Control Falcon CWP Falcon MalQuery Falcon ITP Falcon FileVantage
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Endpoint Security

Cloud Security

Falcon OverWatch
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Threat Intelligence

IR Services

Falcon Complete
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Fusion

Identity Protection

Advisory Services
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Security & IT Ops
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Humio Threat Graph APIs CrowdStrike Store
Lightweight Agent
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Servers Virtual Machines Containers Cloud Mobile 10T

Workstations
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THANK YOU

martin.kanatschnig@crowdstrike.com
https://www.linkedin.com/in/martin-kanatschnig/




